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I. Onuc oCBiTHHOr0 KOMIIOHEHTA

I'any3b 3HaHb,
crneniajbHiCTh,
N OCBiTHBO-MIpO(eciiiHa
HaiiMmenyBanHs . XapakrepucTuka
. /ocBiTHBO- .
NOKAa3HHUKIB . OCBITHBOI'0 KOMIIOHEHTA
HAyKOBa/OCBITHHO-TBOPYA
nporpama, oCcBiTHii
piBeHb
HopmaTtuBHa
JdenHa (popma HaBYAHHSA . -
12 Tadopmariitai Pik HaBuyaHHda 3
. . TEXHOJIOT1I, Cemecrp 6-nii
Kinbkiers 125 KiGep6 Jexcnii 30 ro
roaun/kpenuris 120 / 4 10cpOesIcKa Ta - H
3axXUCT 1HpopMaIii, JlaGoparopsi 36 rox.
Ki6ep6esneka Ta 3axuct | Camocriiina po6ora 46 ron.
IHA3: semae iHpopmarii, 6akanaBp | Koncyabramii 8 ro.
dopMa KOHTPOJIIO: EK3aMEH
MoBa HaBYaHHS YKpaiHCbKa

I1. Indopmanis npo Bukaagaya (-iB)
[TIIT IMaBnenko FOnisa CrenaniBHa
[Tocana crapmmii BUKiIaza4 kageapu KOMI' IOTEPHUX HayK Ta KibepOe3neku
Konraktha iHpopmauis: Pavlenko.Yulya@vnu.edu.ua.
JIHi 3anaTh: http://194.44.187.20/cqi-bin/timetable.cgi?n=700.

III. Onuc oCBITHHLOr0 KOMIIOHEHTA

AHoTanisa kypcy. OcBiTHIM KOMIIOHEHT «3axHCT BeOpecypciB Ta AOAATKIB» € HOpPMAaTUBHUM
Ta HAJIEXKUTH JI0 IUKITY MpodeciiHOoi MIATOTOBKH OCBITHBOTO CTYyIEHs OakanaBp creniaibHOCTI 125
Kibepbesneka Ta 3axuct iHbopmarii, 3abe3nedye mpodeciiHuil pO3BUTOK OakamaBpa Ta
cnpsiMoBaHa Ha (opMyBaHHS y MaiOyTHiX (axiBIiB 0a30BUX 3HaHb, BMiHb Ta HAaBUYOK y cdepi
3aXUCTY BeOpecypciB Ta 0COOIMBOCTEN MPOEKTYBAaHHS AOJATKIB 3 BpaXyBaHHSAM MOKJIMBHUX 3arpo3.

Mera i 3aBJaHHA OCBIiTHHOr0 KOMIIOHEHTA. BUBYEHHS TEXHOJIOTIHM, 3ac00IB Ta METOMIB
MIPOBE/ICHHS aTak Ha BeOI0MaTKH, BUSIBJICHHS BPA3JIMBOCTEH Ta YCYHEHHS 1X HACIIJIKIB; OBOJIOTIHHS
3HaHHSAMH Ta HaBUYKaMM WIOJ0 JIarHOCTYBaHHS Bpa3JIMBOCTEH BeOJONATKIB Ta aHali3zy
IIPOTPAMHOTO KOJy Ha HasBHICTh MOKJIMBHX 3arpo3.

Pe3yabraTn HapuanHs (KoMneTeHTHOCTI).
3K 1. 31aTHICTh 3aCTOCOBYBATH 3HAHHS Y MPAKTUYHUX CUTYaIIsX.
3K 2. 3HaHHs Ta pO3yMiHHS MPEAMETHOI 00JI1acTi Ta pO3yMiHHS mpodecii.
3K 4. BMiHHS BUSIBIITH, CTABUTH Ta BUPILIYBaTH MPOOIEMH 3a MPOPECIITHUM CIIPSIMYBAHHSIM.
@K 3. 31aTHICTh O BUKOPUCTaHHS MPOrpaMHMUX Ta MPOrpaMHO-alapaTHUX KOMIUIEKCIB 3ac00iB
3axucTy iHpopmarlii B iHpopMaIliifHO-TEICKOMYyHIKallIHHNX (aBTOMaTH30BaHMX ) CUCTEMAX.
®K 9. 3parnicTs 37iiicHIOBaTH MpoQeciiiHy isUIbHICTP Ha OCHOBI BIPOBAKEHOI CHUCTEMHU
yropaBiiHHS iHQOpMaIliiHO 0e3MeKor0 Ta/abo KibepOe3neKoro.
@K 10. 3gaTHICTh 3aCTOCOBYBATH METOIM Ta 3acO0M KpHUNTOrpadiyHOrO Ta TEXHIYHOTO 3aXUCTY
iHdopmMartii Ha 00’ ekTax 1HPOPMAIIHHOT TISITEHOCT1


http://194.44.187.20/cgi-bin/timetable.cgi?n=700

IIPH 14. BupimyBaTu 3aBIaHHA 3aXUCTy Mporpam Ta iHdopmarii, mo o0poOnseTscsi B
iHpopMaIIfHO-TEICKOMYHIKAIIMHMNX CHUCTEMax IpPOTrpaMHO-anapaTHUMHU 3aco0amMu, Ta JaBaTh
OLIIHKY pe3yJIbTaTUBHOCTI SKOCTI MIPUHHATUX PILLICHb.

ITPH 18. BukopucTtoByBaTM MpOrpaMHi Ta MPOTrpamMHO-amapaTHi KOMIUIEKCH  3aXUCTy
iH(pOpMaLiIHHUX pecypciB.

IIPH 22. BupimyBatd 3ama4i ympaBiaiHHA Tmpouenypamu ineHTudikamii, ayreHTHdikarii,
aBTOpU3aIlii MPOIECiB 1 KOPUCTYBauiB B 1H(GOPMAIIHHO-TEIEKOMYHIKAIIIHHIUX CHCTEMax 3TiJIHO
BCTAHOBJIEHOT MMOJIITHKH iH(POpMaIiiiHOi 1\abo KibepOe3meKH.

IIPH 23. PeanizoByBaTu 3axoAM 3 MPOTHIIi OTPUMAaHHIO HECAHKLIOHOBAHOTO JOCTYIY JO
iHpopMamiifHuX pecypciB 1 mporeciB B iH(opMamiiHux Ta iH(OpMAIIHHO-TEICKOMYHIKAIlIHHIX
(aBTOMAaTH30BaHUX ) CUCTEMAX.

1. CrTpyKTypa OCBIiTHHOIO KOMIIOHEHTA.

®opma
Ha3Bu 3micTOBMX MOAYJIIB i TeM Yewor Jlek. | JlaGop. Cam. Konc. | konTpoar0/
0 poo.
baun

Tema 1. Orasan apXITEKTYPHUX 4 2 2
MAXO1B bi (o) MIPOEKTYBaHHS
BeOIOaTKIB.
Tema 2. Knacudikamisi Bpa3IuBOCTEH 4 2 2
BeOpecypciB Ta aTak Ha HUX.
Tema 3. Bumorn 1o 3aXHCTY 10 4 2 4 3BIT/ 2
iHpopMartii BEOCTOPIHKU BiJ| T/10
HECaHKI[I0HOBAHOTO JOCTYTLY.
HopmatuBHo-nipaBoBa 0aza
Tema 4. MiKcaiTOBUH  CKPUIITHUHT 11 2 4 4 1 3BIT / 4
(XSS) ta 3acobu 3aXUCTy BiJl HBOTO.
Tema5. SQL-i#’ekmii Ta 3acobwm 11 2 4 4 1 3BIiT / 4
3axUCTy. ATaka Ha KJ€HTa: MigpoOka T/10
mikcaiitopux 3anuTiB (CSRF / XSRF).
Tema 6. 3mom ayreHtudikamii Ta 9 2 2 4 1 3BiT / 4
ceancy. Clickjacking.
Tema 7. MixkcariToBi 3amuti CSRF. 11 2 4 4 1 3BIT / 4
Tema 8. Cookie araku 3 mepexoruienns | 11 2 4 4 1 3BiT / 4
iHhopmaii. T/10
Tema 9. IHCcTpyMeHTH  TecTyBaHHS 6 2 2 2 3BiT / 3
Ypa3IMBOCTEH BEOPECYPCiB.
Tema 10. XXE (XML eXternal Entity)- 11 2 4 4 1 3BiT / 4
ataku. DDoS-ataku. T/10
Tema 11.  MixmepexxeBi  eKpaHH. 9 2 2 4 1 3BIT / 2
MixmepexeBi eKpaHu U1
BeOpecypcCiB.
Tema 12. BukopuctanHs 1HCTPYMEHTIB 11 2 4 4 1 3BIT / 4
3axHCTy BeOpecypciB
Tema 13. Ilimxomum [0 TecTyBaHHS 6 2 2 2 3BiT/ 3
BeOpecypcCiB.
Tema 14. 3arasibHa XapakTEpUCTUKA 6 2 2 2 3BIT / 2
METOJIOJIOTI  TECTyBaHHS  O€3IeKH: T/20




OSSTMM, PTES, OWASP Testing
Guide.

Beboro roaun/Badis 120 30 36 46 8 100

Meroau kontpomo*: JIC — muckycis, b — mebatu, T — Tectu, TP — Tpeninr, P3/K —
po3B’si3yBaHHs 3anmau/keiiciB, IH/3/IPC — inguBigyanpHe 3aBHaHHS/iHAMBITyanbHa poOOTa
3no0yBaua ocBitn, PMI' — po6ota B manux rpymax, MKP/KP — monmymnpHa kKoHTpoJbHa poboTa/
KOHTpOJbHAa poboTa, P — pedepar, a Takox aHamiTHUHA 3amMCKa, aHATITUYHE €ce, aHalli3 TBOPY
TOIIIO.

2. 3aBaaHHS AJIsl CAMOCTiliHOT0 ONPAIIOBAHHSI.

Ne Kinpkictn
Tema
3/11 TOJINH
1 | OnpauroBaHHS JEKIIHHOTO MaTepiary 8
2 | IlinroToBka /10 1a00paTopHUX POOIT 18
3 [TizroroBKa 0 TECTOBOTO KOHTPOJIIO 10
4 [TinroToBKa 10 iCOIUTY 10
Pazom 46

IV. HoaiTnka ouiHIOBAHHSA

IMogitnka moao BiABiTyBaHHA 3aHATH. {1 3100yBayiB BHIOI OCBITH JEHHOI (GopmH
Bi/IBITyBaHHS 3aHATTS € 000B’A3K0BUM. [10BaXKHUMHU NpUYMHAMU JUISI HEIBKU Ha 3aHATTS € XBOpoOa,
aKaJeMiuHa MOOUIBHICTb, fKI HEOOXIAHO MIATBEpIXKyBaTH AoKyMeHTamH. IIpo BiJICyTHICTH Ha
3aHATTI Ta NPUYMHU BIJICYTHOCTI 3/100yBau BMIOi OCBITH Ma€ TMOBIJOMUTH BHUKJIagada abo
ocobucro, abo yepe3 crapocTy. 3a 00’ €KTHUBHUX MPUYMH HABYAHHS MOXE BiOYyBaTHUCh B OHJIAWH
¢dopmi 3a MOroKEHHSM 3 3aBiJyBaueM Kadeaporo Ta IeKaHOM (haKyJIbTeTy.

IMosiTuka moao akaaemiuHol go0pouecHocTi. AkajeMiuyHa JOOPOYECHICTh 3/100yBadiB
BUIIIOT OCBITH € Ba)KJIMBOIO YMOBOIO JJIsi ONaHyBaHHs pe3yibratamu HaBuyaHHsA OK 1 oTpumanHs
3a/0BUIbHOI OIIIHKM 3 MOTOYHOIO Ta MiJICYMKOBOIO KOHTPOJIB. AKajeMiuHa JOOpOYECHICTH
0a3yeTbcs Ha 3aCy/DKEHHI MPAKTUK CIUCYBAaHHS (BUKOHAHHS IMUCBMOBHUX pOOIT 13 3alydeHHSIM
30BHIIIHIX JKepen 1Hdopmalii, KpiM 103BOJICHUX MAJIi BUKOPUCTAaHHS), IulariaTy (B1IATBOPEHHS
OnyOJIKOBaHMUX TEKCTIB 1HIIMX aBTOpiB 0€3 3a3HaueHHs aBTOpPCTBa), (aOpuKkalii (BUTraTyBaHHS
JMaHuX 4d (aKTiB, 0 BUKOPUCTOBYIOTHCS B OCBITHROMY Mporieci). Y pasi mopymieHHs 3100yBayemM
BUIIOT OCBITH aKageMiuHOi JOOpOYECHOCTI poOOTa OIHIOETHCA HE3aJ0BUIBHO Ta Mae OyTu
BHKOHAaHa [MOBTOPHO, a Pe3yIbTaTH paHille 3AaHUX POOIT aHYIIOIOTHCS 1 BUKOHYIOTHCS TOBTOPHO Y
NOpPS/IKY, BU3HAUEHOMY BHKIanadeM. [Ipu mpomy BHMKIIa#ay 3aiMiiae 3a coOOI MpaBO 3MIHUTH
3aBJJaHHS.

IoaiTuka moxo aeanaiiHiB Ta mepeckyaaganHs. Skmo 3100yBad BHIIOI OCBITH OYyB
BIICYTHIH Ha 3aHATTAX 3 OylIb-fKOi NpPUYMHM, BIH/BOHA BUBYAIOTh TEOPETUUYHMUN Marepian
CaMOCTIHO, BUKOPHCTOBYIOUM HaBYAJIbHI MOCIOHUKHM, KOHCIIEKTH JIEKLIH, MaTepiajay eleKTPOHHOTO
Kypcy «3axuct BeOpecypciB Ta J0AATKIB», pO3MILIEHOr0 Ha MiaaTGopMi AUCTAHLIHHOTO HAaBYAHHS
Moodle kadeapu KOMIT IOTEpHUX HAYK Ta KiOepOe3neKu, BUKOHYIOTh BCl 3aB/IaHHS.

IIpo3BiTyBaTucss mpO BUKOHAHHA 3aB/JaHb MOJKHA, BUKOPHCTOBYIOYM EJIEKTPOHHUN Kypc
«3axucT BeOpecypciB Ta J0JaTKiB», po3MilleHuii Ha miuardopmi aucTanuiiHoro HaBuyaHHs Moodle
Kadeapu KOMITIOTEPHUX HaAyK Ta KiOepOesmeku, abo mij 4yac KOHCyJbTamiil. ICHye MOXIUBICTH
BUKOPUCTaHHS (OPYMY €JIEKTPOHHOTO Kypcy. PoOGoTH, fKi 31aI0ThCs 13 MOPYLICHHSM TEPMiHIB 0e3
MNOBAYXXHUX MPUYMH, OL[IHIOIOTHCS HA HUXKYY OLIIHKY.




Tepminu 37madi poOIT 3a3HAUeHi B EJIEKTPOHHOMY KypCl HaBUAJIBHOI JUCHHUIUTIHU.
[lepeckiaganHss MOAYJIiB BiIOYBa€eThCs 13 JO3BOJY JIEKTOpa 3a HAsABHOCTI MOBAKHUX MPUYHUH
(HampuKJIaI, JTIKApHIHAN).

IMosiTnka MOA0 OCKap:KeHHs1 OUMiHIOBaHHA. K10 37100yBay BHINOI OCBITH HE 3TOJICH 3
OLIIHIOBAHHSAM HOro 3HaHb, BIH MOXE ONPOTECTYBATH BHUCTABICHY BHUKJIAJa4eM OLIHKY Y
BCTaHOBJIEHOMY ToOpsAKy. IIpore, sAKkiio ompoTecTyBaHHsA O€3MiJCTaBHE, MOJIMBE 3MEHIICHHS
OLIHKH.

IMosiTuka 040 BU3HAHHA Pe3yJbTaTiB, OTPUMAHUX Yy (opMaibHii, HedopMaNbHIH
Ta/a6o iHdopmanbHiii ocBiti. [lin yac BHBYEHHS OCBITHHOTO KOMIIOHEHTA MOKJIMBE BH3HAHHS
pe3ynbTaTiB HaBUYaHHS OTpPUMaHUX y (opMaibHIM, HepopMmanbHIA Ta/ab0 iH(POpMaIBHIA OCBITI.
[Topsiiok BU3HAHHA Pe3yJIbTATiB HAaBYAHHS JUIs 3400yBaviB BUIIOI OCBITH, HAOyTUX y: (hopMalIbHI
OCBITI (akazeMiyHa MOOLIBHICTH CTYAEHTIB Ha TepUTOpii YKpaiHH uyu mo3a i Mexamu, Ui
CTYJCHTIB, SIKI TICPEBOMSTHCS, MOHOBIIOIOTHCA 3 1HIMX 3BO (BITYM3HSHUX 4YH 1HO3EMHUX);
HedopMaibHiil Ta/abo iHPopMabHii ocBITI 3a1HcHIOETHCS 3rinHo «[IOJIOXKEHHS npo Bu3HaHHA
pe3yabTaTiB HaBUAHHS, OTPUMaHHUX y (opMalibHil, HeGopMabHii Ta/abo iHpOpManbHIA OCBITI y
BonuHchkoMy HallloHaIbHOMY yHiBepcuTeTi iMeH1 Jleci YkpaiHKn».

V. llincymMKoBHiA KOHTPOJIb

OuinroBanns 3xailicHIOEThCA 32 100-6anpHOI0 mKanoro. OmiHKa BKIIOYAE B ceOe MOTOYHUI
KOHTPOJIb (HapaxoBY€EThCS 3a SIKICHE BUKOHAHHA JTAOOPATOpPHUX POOIT) Ta MiICYMKOBUI MOYyIbHUN
KOHTpOJb. MakcuMasnabHa KUTBKICTh OajiB, Ky MOXKE€ OTPUMATH CTYACHT IIiJ] 4ac MOTOYHOTO
oliHOBaHHs 3a ceMecTp — 40 OaniB. [lincyMKoBUI KOHTPOJIb 32 CEMECTP BKIIIOYAE B ce0Oe OLIIHKU 32
TECTYBaHHs Ta cKkiajaae 60 Oamis.

Skmio 3a pe3yabTaTaMu ceMecTpy 37100yBayeM OCBITH HAKOMUYEHO He MeHIe 75 6amiB 1 BiH
MOTOJDKYETHCS 13 MM PE3YJIbTaTOM, TO OI[IHKA 32 CEMECTP MOXKE BHCTABJSITHCSA 0e3 CKIaJaHHS
3aiky. B iHmoMy Bumaaky 3700yBad OCBITH CKJIaJa€ iCIMT; MakCHUMajbHa KIJIbKICTh OalliB, SKY
MOYKHa OTpHMAaTH Ha icnuti — 60 GaiiB, mpu 1LOMY Oany 3a MiJCYMKOBHH MOIYJIBHUN KOHTPOIh
aHYJIbOBYIOTHCH.

[cnut npoxoauThk y NTUCHMOBIH opMi.

[lepenik nuTaHp A0 ICOUTY.
[ToHATTS apXiTEKTypH MPOEKTYBAHHS BEOJOJATKIB.
XapakTepucTuKa MOHOJITHOI apXITEKTYpH.
XapakTepucTUKa MiKpOCEepBICiB.
Xapaktepuctruka 6e3cepBepHOi apXiTEKTYpPH.
Knacudikamnis BpaznuBocteil BeOpecypciB Ta aTak Ha HUX.
Bumoru 5o 3axucty iHdopmaiiii BeOCTOPIHKH BiJl HECAaHKI[IOHOBAHOT'O AOCTYIY.
HopmarusHo-nipaBoBa 6a3a
[ToHsATTS Mi>KcaTOBOTO CKpUNTHHT (XSS).
3aco0wu 3axucty Big XSS.
[Morsitrst SQL-11’ekmii.
3acob6u 3axucty Bix SQL-iH’ekiii..
ATtaka Ha KjieHTa: miapooka MixcaitoBux 3anutiB (CSRF / XSRF).
3nom ayrentudikarii ta ceancy. Clickjacking.
Mixcaiitosi 3anutu CSRF.
Cookie araku 3 nepexoruieHHs iHpopMallii.
[HCTpyMEHTH TecTyBaHHS ypa3IMBOCTEH BEOPECYPCIB.
XXE (XML eXternal Entity)-aTaxwu.
DDoS-ataxu.



[TOHSTTS MI>KMEPEKEBOTO CKPAHY.

MixMepekeBi eKpaHHu 1 BeOpecypciB.

BukopucraHHs iHCTPYMEHTIB 3aXHCTy BeOpecypciB

[Timxomu 10 TecTyBaHHS BeOpeCypcCiB.

3arajibHa XapakTepHCTUKA MeToa0JIorii TectyBanHs Oe3neku: OSSTMM, PTES, OWASP Testing
Guide.

VI. llIkaj1a oniHioBaHHSA

. Ouninka 3a mkajgow ECTS
Omninka . . .
5 JlinresicTuyna oninka OLIHK
B bajax a MOSICHEHHSI
90-100 BigmMinaO A BIZIMIHHE BUKOHAHHS
82-89 Hyxe nodpe B BHIIIC CEPEIHBOTO PIBHS
75-81 Ho6pe C 3araJiom Xopoiia pooora
67-74 3a10B1IIHO D HEIOTaHOo
BHUKOHAHHS BIAIIOBigac
6066 JlocTaTHBO E .. JuToBlIa
MiHIMaJILHUM KPUTEPIsIM
1-59 He3sanoBinbpHO Fx HeoOxigne mepeckiagaHHs

VI. PexomenioBaHa JliTepaTypa Ta iHTepHeT-pecypcH.
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testing-tool-tutorial



https://owasp.org/www-project-web-security-testing-guide/
https://owasp.org/www-project-web-security-testing-guide/
https://www.ptsecurity.com/ww-en/analytics/knowledge-base/what-is-a-cross-site-scripting-xss-attack/
https://www.ptsecurity.com/ww-en/analytics/knowledge-base/what-is-a-cross-site-scripting-xss-attack/
https://uk.myservername.com/wave-accessibility-testing-tool-tutorial
https://uk.myservername.com/wave-accessibility-testing-tool-tutorial

